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1. GENERAL 86 

1.1 Book 6 - Executive summary 87 

1.1.1. Objectives 88 

Books 2 to 5 of the Volume describe all of the functional, data, security and conformance 89 

verification process requirements for card payments services initiated in the SEPA area. 90 

The objective of Book 6 is to describe how stakeholders shall implement some or all of the Volume 91 

requirements, as appropriate for their business needs. Book 6 also provides migration paths and 92 

timelines to assist with the aim of maintaining interoperability in the migration to full Volume 93 

conformance. Another objective of Book 6 is to phase out some implementations which create 94 

risks to SEPA for Cards implementations. 95 

As not all requirements and Services described in Book 2 of the Volume are offered and supported 96 

by all acceptors, common subsets of Services and requirements offered by the acceptors are 97 

identified as ‘payment contexts’. A payment context is defined as “a set of functional and security 98 

requirements described in the Volume applicable to Cards and POIs in a specific 'transaction 99 

environment'”. 100 

Support of a particular payment context is optional. However, if a payment context is supported 101 

then all mandatory requirements defined in Book 6 relating to this context must be met. 102 

This document will provide: 103 

 General Implementation Requirements and options applicable to the Payment Contexts; 104 

 Specific implementation Requirements and Options for each Payment Context; 105 

 Use cases for contactless as well as e and m commerce transaction scenarios 106 

 Time lines for all newly approved solutions to be conformant to the Volume; 107 

 Sunset dates for the removal of non-Volume conforming functions and options. 108 

The requirements per payment context are necessary because several implementations of the 109 

same service have evolved in the European markets. Consequently it has been agreed that all card 110 

stakeholders shall harmonise on the Volume requirements. If several implementation options are 111 

possible for a context the preferred option(s) will be indicated in Book 6. 112 

Based on the volume of transactions or on specific sector or European market needs, a number of 113 

payment contexts have been defined. Currently, 114 

The Payment Service: 115 

 Local with: 116 

o Chip with Contact; 117 

o Chip and Mobile Contactless. 118 

 Remote with: 119 

o E and m-Commerce 120 
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o Mail Order Telephone Order 121 

Deferred Payment Service: 122 

 Local with: 123 

o Chip with Contact; 124 

Pre-Authorisation Service: 125 

 Local with: 126 

o Chip with Contact; 127 

Additional contexts and use cases will be described in future versions of this document, including 128 

(for example) ATMs. 129 

The creation and maintenance of implementation specifications are out of scope of this book. 130 

1.1.2. Migration Roadmap 131 

The long term vision is that all approved card payment products and solutions for transactions 132 

initiated in the SEPA area will in future be conformant with the requirements described in the 133 

Volume. A migration roadmap is therefore required to move from the current implementations to 134 

the future vision mindful of a desire to maintain interoperability with non SEPA general purpose 135 

cards. 136 

All newly approved products and solutions shall conform to the requirements of the latest 137 

published Volume release within a maximum of 3 years after publication. 138 

In addition, Book 6 may allow or require alternative timelines for the implementation of a particular 139 

function, service or option. These timelines may also be applicable to Issuers, Acquirers and 140 

Schemes. 141 

1.1.3. Structure of this book 142 

The General implementation requirements and options are defined in chapter 2 and specific 143 

payment contexts implementation requirements are in chapter 3. Both sections include Volume 144 

conformant requirements and implementation options with selected roadmaps for implementing 145 

the options by a given date.  146 
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1.2 Description of changes since the last version of Book 6 147 

The following major changes have been made since the last version of Book 6: 148 

 All descriptions of ‘current implementation’ information have been removed. 149 

 Chapter 2: New guidance on the Interchange Fee Regulation (as defined in articles 8.6 and 150 

10.5) on choice of application for local and remote transactions and visual product 151 

identification of the product type have been added 152 

 Part of previous guidance have been integrated in book2 as requirements 153 

 Chapter 3: A new structure of chapter has been defined per cardholder’s environments and 154 

the payment contexts guidance are now presented in tables. Specific guidance are kept for 155 

completeness. 156 

 Chapter4: A new chapter with five use cases for contactless, e and m-commerce 157 

transactions has been introduced. 158 

 159 

 160 

 161 

 162 

  163 
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2. GENERAL IMPLEMENTATION GUIDELINES 164 

2.1. Introduction 165 

This section describes common implementation guidelines common to all contexts described in 166 

section 3. 167 

2.2. Implementation guidance on Priority Selection and Choice of Application 168 

This section describes implementation examples of Acceptors’ priority selection and cardholder’s 169 

override mechanism for local contact and contactless card transactions for cards issued in EEA 170 

using: 171 

 An overriding option during the EMV payment process 172 

 An override option using the upfront selection screen before the EMV payment process 173 

starts 174 

 A choice of application by the sole cardholder during the EMV payment process 175 

Please note that these are just three examples of priority selection implementation with a 176 

cardholder override mechanism. They are provided for illustration purposes and may or may not 177 

be integrated in the final release v8.0 of the Volume, to be published in December 2016. The CSG 178 

are welcoming any comment to improve these examples as well as submissions of other 179 

examples of implementations. 180 

2.2.1. Local Transactions 181 

2.2.1.1. Override option during the EMV Chip with Contact payment process 182 

If the Cardholder is presented with the Acceptor’s preferred application on the POI using an 183 

automatic mechanism, the following rules apply: 184 

The POI shall display all the required information of the pre-selected application on the POI first 185 

screen in the following order: 186 

1. Acceptor’s pre-selected application, 187 

2. The function for the Cardholder to override Acceptor’s pre-selection, 188 

The above should be provided, if possible, at the first cardholder confirmation prompt, which may 189 

include, if applicable; 190 

 transaction amount, 191 

 PIN entry. 192 
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Pre-selected 

application
Press Corr. / yellow button 

for different choice

Enter  OK

Example of Choice of Application in the case of Acceptor pre-selection 
with signature as CVM and without displaying the final amount

 193 

FIGURE 1: EXAMPLE: CHOICE OF APPLICATION IN THE CASE OF ACCEPTOR PRE-SELECTION WITH SIGNATURE AS CVM 194 

AND WITHOUT DISPLAYING THE FINAL AMOUNT 195 

Pre-selected 

application
Press Corr. / yellow button 

for different choice

Total 100.00 EUR

Enter PIN + OK

Example of Choice of Application in the case of Acceptor pre-
selection that includes the  total amount and PIN entry.

 196 

Figure 2: Example: Choice of Application in the case of Acceptor pre-selection that includes THE 197 

TOTAL amount and PIN entry. 198 

2.2.1.2. Override option from an upfront screen before the EMV payment process 199 

starts with Chip Contact and Chip and Mobile Contactless 200 

Where technically feasible by the POI, e.g. a keyboard or touchscreen are present, the cardholder 201 

may perform a selection of a card Application using an upfront selection screen presented by the 202 

POI whereas the actual selection occurs after the card interacts with the POI.  203 

The selection may be performed through (but not limited to): 204 

 A ‘Corr’/yellow button with function keys 205 

 Additional keys like Softkeys or touchpad-Keys next to the POI screen 206 

 A virtual button on the touchscreen of the POI 207 

When presented with the upfront selection screen, the cardholder has two main options.  208 

1. If they have a preference as to which card payment application to use: 209 

a. They indicate to the POI their willingness to have displayed upfront the card applications 210 

they wish to use to pay by choosing the Corr / Yellow button (additional keys or virtual 211 

button may be provided).  212 
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b. After the card has been read by the POI, either by presenting or inserting the card, the POI 213 

will display to the cardholder all card applications mutually supported by the card and the 214 

POI.  215 

 The Acceptor may put their preferred application on top of the list as priority 216 

selection 217 

 The cardholder will be able to accept or override the Acceptor’s choice by selecting 218 

their preferred choice of card application to start the payment process. 219 

2. If they have no preference on which card payment application is used: 220 

a. They present or insert the card for interacting with the POI using:  221 

 Chip contactless card and Mobile technology 222 

 Chip with contact technology (an override option described in the next section may be 223 

included). 224 

b. Following with the Acceptor’s POI preferred application that is automatically selected. 225 

As this would be implemented for Chip contact and contactless card payments upfront, after the 226 

above selection process is passed through, a standard EMV payment process will apply. 227 

The cardholder instructions regarding the upfront selection option can be indicated on the POI 228 

display or through other means like a sticker when the POI display is limited (e.g. an unattended 229 

POI with only a two line display). 230 

2.2.1.2.1. Example of an override option using an upfront selection screen 231 

An example of the POI message using the yellow function keys button providing a choice of 232 

application to the cardholder with an upfront selection screen is displayed in FIGURE 3. 233 

Purchase

Amount xxx.xx EUR

Insert or  Present  

card
Press Corr. / Yellow button 

for Choice of Application

Example: Override option using an upfront selection screen on the 
POI

 234 
 235 

Figure 3: EXAMPLE: OVERRIDE OPTION USING AN UPFRONT SELECTION SCREEN ON THE POI 236 
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If the cardholder wishes to choose their preferred method of payment and selects upfront the 237 

yellow button “CORR” then the cardholder may: 238 

 Insert the card in the POI 239 

At which point only Contact card payment is offered. All card applications mutually supported 240 

by the card and the POI are presented to the cardholder for them to select. The merchants 241 

preferred payment may be pre-selected (e.g. at the top of the list to be first item and/or 242 

highlighted (pre-selected)). After final selection by the cardholder, standard EMV payment 243 

process applies. 244 

 Present the card to the POI  245 

At which point only contactless card payment is offered. All card applications mutually 246 

supported by the card and the POI are presented to the cardholder for them to select. The 247 

merchants preferred payment is being pre-selected (e.g. at the top of the list to be first item 248 

and/or highlighted (pre-selected)). When this is supported by the POI, multiple taps (one 249 

additional for the choice of application for contactless card payment) may be offered, though 250 

the process is not described in the current release of the Volume. After selection by the 251 

cardholder, standard EMV payment process applies. 252 

If the cardholder does not wish to choose, the cardholder may: 253 

 Present the card  (tap a card, a mobile, …) without pressing the selection yellow button 254 

“CORR” 255 

The cardholder wants to “tap & go”. He may be asked to enter the PIN and confirm if the 256 

amount is above the CVM limit (online PIN verification). Standard EMV contactless payment 257 

applies. 258 

 Insert the card without pressing the selection yellow button “CORR” 259 

The Merchant preferred application is selected. He may be asked to enter the PIN and confirm 260 

(PIN verification). Standard EMV payment applies. 261 

2.2.1.3. Example of choice of application by the sole cardholder during the EMV 262 

payment process 263 

In this particular example the acceptor has not implemented a priority selection and the POI allows 264 

for cardholder choice. The POI shall present all mutually supported application to enable 265 

Cardholder choice.  266 

When presented to the cardholder, the Application name, and if available the category of card, 267 

should be accompanied by a number. It allows the cardholder to choose the application by use of 268 

a key on the numeric keypad corresponding to the number assigned to each application mutually 269 

supported. 270 

 271 
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Example choice of Application by the sole Cardholder 

Select Application
1 Brand A
2 Brand B
3 Brand C

Press the number of the 
Application and enter OK

 272 

 273 

Figure 4: EXAMPLE: CHOICE OF APPLICATION BY THE SOLE CARDHOLDER AMONG ALL MUTUALLY SUPPORTED 274 

APPLICATIONS 275 

 276 

The cardholder is then asked to enter his PIN and validate the transaction.  277 

 278 

Application       Brand B

EUR              100.00 

Enter PIN               ****
+ OK

Example of Choice of Application by the sole Cardholder 
including the selected application, total amount and PIN entry

 279 

 280 

Figure 5: EXAMPLE: CHOICE OF APPLICATION BY THE SOLE CARDHOLDER AFTER HAVING SELECTED THEIR 281 

PREFERABLE APPLICATION  282 

2.2.2. Remote Transactions 283 

The method of using acceptance names and logos of payment brands in conjunction with BIN tables 284 

for Product Identification is an Acceptor implementation option. 285 

Some implementation examples are illustrated in the following sections 286 

2.2.2.1 Example of Cardholder selection using brand logos 287 

In this particular example the acceptor has not implemented a priority selection, consequently the 288 

Cardholder is presented with all supported payment methods. 289 
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The following steps apply: 290 

 The Cardholder’s choice is performed by selecting a Brand logo; 291 

 The Cardholder manually enters the PAN, Expiry Date and Card Security Code (CSC); 292 

 The Cardholder submits the payment information. 293 

Brand A Brand B Brand C

xxxx xxxx xxxx xxxx

Card Security Code:

Expiry Date:

Card Number:

Payment method:

 294 

 295 

 296 

2.2.2.2 Example Acceptor’s priority selection using BIN / IIN tables with a cardholder’s 297 

overriding mechanism 298 

When choosing to pay by card, the Cardholder is asked to input the PAN of the card he wishes to 299 

pay with. If the cardholder uses a co-badged card, the Acceptor sets a priority selection and 300 

presents his preferred card application to the cardholder. An overriding option is provided to the 301 

cardholder. 302 

The Acceptor’s Virtual POI is extracting the BIN range from the PAN and uses IIN/BIN tables for the 303 

identification of the card Product and brand and to determinate its preferred card application 304 

presented to the cardholder. 305 

  306 
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Step 1: Acceptor’s selection  307 

Brand A Brand B Brand C

Digital wallet A

Digital wallet B

Debit Brand B4571 04xx xxxx xxxx More Choice

Pre-Selected Card application

 308 

FIGURE 4: EXAMPLE: REMOTE TRANSACTION WITH ACCEPTOR’S PRE-SELECTION CHOICE OF APPLICATION FROM 309 

PAN INPUT 310 

 311 

The Cardholder may override the Acceptor’s Selection by choosing the “more choice” option. The 312 

Acceptor will display all card applications and may put their preferred card application on top of 313 

the list. 314 

 315 

Step 2: the Cardholder exercises their override right  316 

Brand A Brand B Brand C

Digital wallet A

Digital wallet B

Debit Brand B4571 04xx xxxx xxxx

Debit Brand C

Card application available for choice

 317 

FIGURE 5: EXAMPLE: REMOTE TRANSACTION CHOICE OF APPLICATION FROM PAN INPUT WITH OVERRIDING 318 

 319 
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2.3. Implementation guidance on Visual Product Identification 320 

The appropriate card category for Visual Product Identification shall be displayed on the card in 321 

English, as follows; 322 

 Prepaid 323 

 Debit 324 

 Credit 325 

 Commercial 326 

If required by local regulation, the card category may also be displayed in the local language. 327 

2.4. PIN based Cardholder Verification Methods 328 

Plaintext PIN is no longer deemed to be a sufficiently secure cardholder verification method to be 329 

supported by the POI. The objective is to remove its support from the POI. 330 

2.4.1. PIN Based Cardholder Verification Methods (Acceptance)1 331 

This section only applies to POIs with PIN pads providing payment services excluding ATMs. 332 

2.4.1.1. Volume Conformant Implementation 333 

 Offline Plaintext PIN Offline enciphered PIN Online PIN 

Online only 
terminals 

Not used for SEPA Cards 
and shall not be 

mandatory on the POI 
from 2020 

Conditional2 Conditional4 

Offline with 

online capability 

terminals 

Not used for SEPA Cards 
and shall not be 

mandatory on the POI 
from 2020 

Required Optional3 

TABLE 6: VOLUME CONFORMANT CARDHOLDER VERIFICATION METHOD (ACCEPTANCE) 334 

                                                 

1 Whether or not this section will be integrated in to Book 2 version 8.0 will be reviewed post consultation.  

2 Either 

 Offline Plaintext PIN and Offline enciphered PIN; 

 Online PIN; 

 all 3 must be supported. 

3 Currently only required for some debit brands. 
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2.5. Data Capture 335 

2.5.1. Current Implementations 336 

The Terminal to Host Capture of Online/Offline Transactions is realised with one of the following 337 

mechanisms 338 

 Capture by Authorisation; 339 

 Capture through completion message; 340 

 Capture by Batch/File; 341 

 Or can be a combination of these three methods. 342 

2.5.2. Volume Conformant Implementation 343 

The following three configurations, called ‘Modes’ of the POI Acquirer Protocol are recommended: 344 

Mode 1: 345 

 Online Authorisation without capture for online transactions, 346 

Followed by/or 347 

 Capture immediately after transaction finalisation regardless whether Authorisation was 348 

online or offline. 349 

Mode 2: 350 

 Online Authorisation without capture for online transactions, 351 

Followed by/or 352 

 Capture by a batch transfer for a group of transactions regardless whether Authorisation 353 

was online or offline. 354 

Mode 3: 355 

 Capture with Authorisation for transactions Authorised online; 356 

 Capture immediately after transaction finalisation if Authorisation was performed offline. 357 

The method used is based on an agreement between Acceptor and Acquirer. 358 

2.5.3. Volume Conformant Implementation – Examples 359 

For each Mode, the typical message flows below show when the Authorisation is performed online. 360 

If the Authorisation is performed offline, the online Authorisation request and response in the 361 

flows should be disregarded. In Mode 3, if the Authorisation is performed offline, an additional 362 

Financial Advice exchange must be executed to perform the Data Capture. 363 



  Volume v7 Book 6 Release 2 Version 50 / May 2016 

SCS Volume v7.5 - Book 6 - Implementation Guidelines   17 

 364 

Financial Advice

Mode 1: Online Authorisation, Capture
immediately after Transaction Completion

Sender Recipient

Financial Advice 
Response

Online Authorisation 
without Capture

Authorisation 
Processing 

Card Transaction 
Completed

Authorisation 
Response

Authorisation 
Response

Authorisation
Request

Authorisation
Request

If Payment 
Completed ok

Capture
Processing

If Payment failed after 
authorisation ReversalReversal

Reversal
Response

Reversal
Response

Reverse
Authorisation 

 365 

FIGURE 7: MODE 1 366 
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Batch

Mode 2: Online Authorisation,
Capture by Batch

Sender Recipient

Batch Response

Online Authorisation 
without Capture

Authorisation 
Processing 

Card Transaction 
Completed

Authorisation 
Response

Authorisation 
Response

Authorisation
Request

Authorisation
Request

If Payment 
Completed OK, store 

Relevent Data 
Awaiting Capture by 

Batch

Capture
Processing

If Payment failed after 
Authorisation ReversalReversal

Reversal
Response

Reversal
Response

Reverse
Authorisation 

Batch Transfer

  367 

FIGURE 8: MODE 2 368 
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Mode 3: Online Authorisation with Capture

Sender Recipient

Online Authorisation 
with Capture

Authorisation and 
Capture Processing 

Card Transaction 
Completed

Authorisation 
Response

Authorisation 
Response

Authorisation
Request

Authorisation
Request

If Payment 
Completion OK, no 

further message 
exchange

If Payment failed after 
Authorisation ReversalReversal

Reversal
Response

Reversal
Response

Reverse
Authorisation and 

Capture

Offine Authorised, 
Payment Completed ok 

Financial AdviceFinancial Advice

Financial Advice
Response

Financial Advice
Response

Card Transaction 
Completed

Capture Processing

  369 

FIGURE 9: MODE 3 370 

 371 



  Volume v7 Book 6 Release 2 Version 50 / May 2016 

SCS Volume v7.5 - Book 6 - Implementation Guidelines   20 

3. IMPLEMENTATION GUIDELINES PER PAYMENT CONTEXT 372 

3.1. Local Transaction 373 

3.1.1. Chip with Contact 374 

3.1.1.1. Payment 375 

3.1.1.1.1. Definition of the payment context 376 

The POI is a Physical POI which could be standalone or integrated with the sales system. For 377 

unattended the POI is always integrated with the sales system. 378 

The following table describes the characteristics of this context from an Acceptance perspective: 379 

Characteristics of the 
context 

Attended Unattended 

with Cardholder Verification 

 

with Cardholder 
Verification 

without 
Cardholder 
Verification 

Acceptance 
Technology 

Chip Contact shall be supported as a minimum by the Physical POI 

Card and Cardholder 
present 

Y 

Final amount known Y 

Authorisation Authorisation may either be online or offline 
The Physical POI shall either be offline with online capability or online only 

However, it is recommended to be offline with online capability 

Data Capture All 3 modes defined in section 2.5 are applicable 

Attendant Present Y N 

EMV Online Card 
Authentication. 

Required 

EMV Offline Card 
Authentication 

SDA optional from 20204 
Offline with Online capability POI: DDA and CDA required 

Online only POI: DDA optional and CDA optional (recommended) 

Cardholder 
Verification Method 

PIN mandatory 

 

PIN mandatory “No CVM 
Required” 
mandatory 

Table 10: Local Transaction Contact Payment - Acceptance Characteristics 380 

  381 

                                                 

4 SDA is still required by some non SEPA general purpose Card schemes 
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The following table describes the characteristics of this context from an Issuance perspective: 382 

Characteristics of the 
context 

with Cardholder Verification without Cardholder Verification 

Acceptance 
Technology 

Chip Contact shall be supported as a minimum by the Card Application 

Authorisation The Card Application shall support Online Authorisation and in addition may 
support Offline Authorisation 

Card Authentication SDA not permitted for all newly issued and replacement cards 
Offline with Online capability Card: DDA and CDA required for all newly issued and 

replacement cards 
Online only Card: DDA and CDA required for all newly issued and replacement 

cards, if the card supports Offline PIN 

Cardholder 
Verification Method 

PIN mandatory “No CVM Required” mandatory5 

Table 11: Local Transaction Contact Payment - Issuance Characteristics 383 

3.1.1.1.2. Card Services 384 

For attended environment: 385 

Table 12: CARD SERVICES - VOLUME CONFORMANT IMPLEMENTATIONS FOR ATTENDED 386 

For unattended environment: 387 

Service Issuers Schemes Acquirers Acceptors 

Payment Required Required Required Required 

Table 13: CARD SERVICES - VOLUME CONFORMANT IMPLEMENTATIONS FOR UNATTENDED 388 

 389 

                                                 

5 For cards that do not support "No CVM Required", Issuers may receive an authorisation message containing 

“Cardholder Verification was not successful”. It is up to the issuer to authorise or decline this message. 

Service Issuers Schemes Acquirers Acceptors 

Payment Required Required Required Required 

Cancellation Required Required Required Optional 

Refund Required Required Required Optional 
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3.1.1.1.3. Example of Message Flows 390 

3.1.1.1.3.1. Example of Message Flow - Attended with PIN 391 

Two sample message flows are described below as examples of common implementations. In the 392 

Capture by Batch diagram, the data is shown as stored in the POI. This is for illustration purposes 393 

only. The physical location of the stored data is an implementation option of the Acceptor and 394 

may be different from the location of the POI. 395 

Payment in attended environment, Cardholder is present, Cardholder 
Verification performed and final amount known. Capture immediately after 

Transaction Completion.  

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Financial Advice

Financial Advice 
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Purchase Goods at 
Cashier. Card 

Payment Request

Perform Action 
(Printing, displaying 

etc.)

Sale  Completed

Cardholder and Card 
Present and Final 

Amount Known - PIN 
entered

Process Response, print 
receipt and store result

Data capture 
performed through 
completion advice

Authorisation routed 
to the appropriate 

Acquirer Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

Final Amount to be 
debited from 

customer; route to 
Acquirer. Send advice 
response to the POI 
first (cannot decline)

Complete

 Response to 
Authorisation 

Request routed to 
intermediate host 

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 

first (cannot decline) 

Respond to Advice

Change reservation 
to payment with the 

final amount

Card Transaction 
Completed

Auth. Request
Response

Authorisation
Request

Auth. Request
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

Payment Completed

Complete

396 
 397 

FIGURE 14: EXAMPLE FLOW: PAYMENT IN ATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT, CARDHOLDER 398 

VERIFICATION PERFORMED AND FINAL AMOUNT KNOWN. CAPTURE IMMEDIATELY AFTER TRANSACTION 399 

COMPLETION 400 

401 
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Payment in attended environment, Cardholder is present, Cardholder 
Verification performed and final amount known. Capture by Batch.

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Purchase Goods at 
Cashier. Card 

Payment Request

Process Response, 
Print Receipt(s), store 

result. 

Cardholder and Card 
Present and Final 

Amount Known - PIN 
entered

Process Response

Authorisation routed 
to the appropriate 

Acquirer Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

 Response to 
Authorisation 

Request routed to 
intermediate host 

Auth. Request
Response

Authorisation
Request

Auth. Request
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Sale Completed

Store relevant Data 
awaiting Batch 

Capture

Payment Completed

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

 402 
FIGURE 15: EXAMPLE FLOW: PAYMENT IN ATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT, CARDHOLDER 403 

VERIFICATION PERFORMED AND FINAL AMOUNT KNOWN. CAPTURE BY BATCH. 404 
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3.1.1.1.3.2. Example of Message Flow - Unattended with PIN 405 

Two sample message flows are described below as examples of common implementations. In the 406 

Capture by Batch diagram, the data is shown as stored in the POI. This is for illustration purposes 407 

only. The physical location of the stored data is an implementation option of the Acceptor and 408 

may be different from the location of the POI. 409 

Payment in unattended environment, Cardholder is present, Cardholder 
Verification is PIN and final amount known. Capture immediately after 

transaction completion. 
Sale System POI

Intermediate 
Host

Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Response Payment
(Approved

Financial Advice

Financial Advice 
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Auth. Request
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Customer Present, 
selects the goods and 

requests purchase

Complete delivery 

Sale Completed

Cardholder and Card 
Present and Final 

Amount Known - PIN 
entered

 Response Approved,  

Capture financial data 

Authorisation routed 
to the appropriate 

Acquirer 

Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

Final Amount to be 
debited from 

customer; route to 
Acquirer. Send advice 
response to the POI 
first (cannot decline)

Complete

 Response to 
Authorisation 

Request, routed to 
intermediate host. 

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 

first (cannot decline) 

Respond to Advice

 Change reservation 
to payment

Card Transaction 
Completed

Auth. Request
Response

Authorisation
Request

Complete

 410 

Figure 16: EXAMPLE FLOW: PAYMENT IN UNATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT, CARDHOLDER VERIFICATION IS PIN 411 
AND FINAL AMOUNT KNOWN. CAPTURE IMMEDIATELY AFTER TRANSACTION COMPLETION 412 
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Payment in unattended environment, Cardholder is present, Cardholder 
Verification is PIN and final amount known, Capture by Batch

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Response Payment
(Approved

Authorisation
Request Authorisation

Request

Auth. Request
Response

Auth. Request
Response

Customer Present, 
selects the goods and 

requests purchase

Complete delivery 

Cardholder and Card 
Present and Final 

Amount Known - PIN 
entered

Process Response

Authorisation routed 
to the appropriate 

Acquirer 

Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

 Response to 
Authorisation 

Request, routed to 
intermediate host. 

Auth. Request
Response

Authorisation
Request

Process Response, 
Print Receipt(s), store 

result. 

Sale Completed

Store relevant Data 
awaiting Batch 

Capture

Payment Completed

 413 

Figure 17: EXAMPLE FLOW: PAYMENT IN UNATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT, CARDHOLDER VERIFICATION IS PIN 414 
AND FINAL AMOUNT KNOWN, CAPTURE BY BATCH 415 

3.1.1.1.3.3. Example of Message Flow - Unattended with “No CVM 416 

Required” 417 

Two sample message flows are described below as examples of common implementations. In the 418 

Capture by Batch diagram, the data is shown as stored in the POI. This is for illustration purposes 419 

only. The physical location of the stored data is an implementation option of the Acceptor and 420 

may be different from the location of the POI. 421 
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Payment with ‘No CVM Required’ in unattended environment, Cardholder 
present and final amount known. Capture immediately after Transaction 

Completion

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Financial Advice

Financial Advice 
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Purchase Goods at 
Cashier. Card 

Payment Request

Perform Action 
(Printing, displaying 

etc.)

Sale Completed

Cardholder and Card 
Present and Final 
Amount Known – 
NoCVM Required

Process Response, print 
receipt and store result

Data capture 
performed through 
completion advice

Authorisation routed 
to the appropriate 

Acquirer Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

Final Amount to be 
debited from 

customer; route to 
Acquirer. Send advice 
response to the POI 
first (cannot decline)

Complete

 Response to 
Authorisation 

Request routed to 
intermediate host. 

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 

first (cannot decline) 

Respond to Advice

Change reservation 
to payment with the 

final amount

Card Transaction 
Completed

Auth. Request
Response

Authorisation
Request

Auth. Request
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

Complete

 422 

Figure 18: EXAMPLE FLOW: PAYMENT WITH ’NO CVM REQUIRED’ IN UNATTENDED ENVIRONMENT, CARDHOLDER PRESENT AND FINAL 423 
AMOUNT KNOWN. CAPTURE IMMEDIATELY AFTER TRANSACTION COMPLETION. 424 

 425 

Payment with ‘No CVM Required’ in attended or unattended environment, 
Cardholder present and final amount known. Capture by Batch.

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Purchase Goods at 
Cashier. Card 

Payment Request Cardholder and Card 
Present and Final 
Amount Known – 
NoCVM Required

Process Response

Authorisation routed 
to the appropriate 

Acquirer Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

 Response to 
Authorisation 

Request routed to 
intermediate host. 

Auth. Request
Response

Authorisation
Request

Auth. Request
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Process Response, 
Print Receipt(s), store 

result. 

Store relevant Data 
awaiting Batch 

Capture

Request Payment
 (Approved)

Sale Completed
Payment Completed

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

 426 

Figure 19: EXAMPLE FLOW: PAYMENT WITH ’NO CVM REQUIRED’ IN ATTENDED OR UNATTENDED ENVIRONMENT, CARDHOLDER 427 
PRESENT AND FINAL AMOUNT KNOWN. CAPTURE BY BATCH. 428 

 429 
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3.1.1.2. Deferred Payment 430 

3.1.1.2.1. Definition of the payment context 431 

This context is used in environments where the final amount to be paid for the goods or services is 432 

not known by the acceptor at the time online authorisation is performed. The final amount is 433 

known on completion of delivery. 434 

The POI is a Physical POI which could be standalone or integrated with the sales system. For 435 

unattended the POI is always integrated with the sales system. 436 

The following table describes the characteristics of this context from an Acceptance perspective: 437 

Characteristics of 
the context 

Attended Unattended 

with Cardholder Verification 

 

with 
Cardholder 
Verification 

Low value 
without 

Cardholder 
Verification 

Acceptance 
Technology 

Chip Contact shall be supported as a minimum by the Physical POI 

Card and 
Cardholder 
present 

Y 

Final amount 
known 

N (at the time of authorisation) 

Authorisation Authorisation shall always be online 
Partial approval shall be supported by Acquirers and Acceptors 

The Physical POI shall either be online only or offline with online capability 

Data Capture Modes 1 and 2 as defined in section 2.5 are applicable6 

Attendant Present Y N 

EMV Online 
Authentication. 

Required 

EMV Offline Card 
Authentication 

SDA optional from 20207 
Offline with Online capability POI: DDA and CDA required 

Online only POI: DDA optional and CDA optional (recommended) 

Cardholder 
Verification 
Method 

PIN required 

 

PIN required “No CVM 
Required” 
required 

Table 20: Local Transaction Deferred Payment - Acceptance Characteristics 438 

The characteristics of this context from an Issuance perspective are the same as described for 439 

payment, see table 4: 440 

                                                 

6 Mode 3 is not applicable as, at the time of Authorisation, the final amount is not known. 

7 SDA is still required by some non SEPA general purpose Card schemes 
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The flow described below will provide all necessary information to the issuer allowing them to 441 

adjust any reserved amount with the final amount, thereby avoiding cardholder complaints. 442 

This service enables the acceptor to: 443 

 Request an authorisation from the issuer to get a maximum amount available for the 444 

transaction where the amount requested may be chosen by the acceptor or cardholder; 445 

 Obtain a full or partial approval when the cardholder has insufficient balance for the amount 446 

requested; 447 

 Complete the delivery of goods or use of service to be paid up to the approved amount within 448 

a limited time frame (e.g. 20 minutes for petrol); 449 

 Inform the issuer of the payment of these goods or services with the final amount that is less 450 

than or equal to the authorised amount in real time. 451 

This service is usually used at petrol stations, attended and unattended. The following rules apply: 452 

1) The amount that is requested to be authorised online is, as described in Book 2 T185, to 453 

cater for the maximum amount that may be required; 454 

2) In order to avoid transactions being unnecessarily declined, Issuers shall support partial 455 

approval in responses when the “Cardholder Available Funds” is lower than the amount 456 

requested; 457 

3) All parties in the protocol chain shall forward and/or act on on-line advice messages (or 458 

reversal), including zero amounts, so that the Cardholder Available Funds shall be adjusted 459 

in real time. If additional messages (e.g. batch clearing messages) are received, they shall 460 

not erroneously impact the “Cardholder Available Funds”. 461 

3.1.1.2.2. Card Services 462 

For attended and unattended environments: 463 

Service Issuers Schemes Acquirers Acceptors 

Deferred 
Payment  

Required 

 

Deferred 
Payment 

with Partial 
Approval 

Required Required Required Required 
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Table 21: PAYMENT SERVICES - VOLUME CONFORMANT IMPLEMENTATION 464 

3.1.1.2.3. Example of Message Flows 465 

Two sample message flows are described below as examples of common implementations. In the 466 

Capture by Batch diagram, the data is shown as stored in the POI. This is for illustration purposes 467 

only. The physical location of the stored data is an implementation option of the Acceptor and may 468 

be different from the location of the POI. 469 

 470 

Deferred Payment Card Message Flow. Capture immediately after Transaction 
Completion, using the financial advice

Sale System POI
Intermediate 

Host
Acquirer Issuer

Enable Service

Enable Delivery

Confirm Delivery
 Amount

Acknowledged

Authorisation
Request

Financial Advice

Financial Advice 
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Auth. Request
Response

Auth. Request
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Enable Service

Start delivery up to 
approved amount. 

When delivery is 
completed, confirm 

final amount. 
Confirm ‘zero’ if 

delivery not started 
or stopped before 
minimum quantity. 

Sale Completed

Cardholder Present 
and transaction 

initiated (selected 
amount or 

predefined amount)

 If Response indicates 
Approved,  return 

approved amount to 
sales system

  otherwise finish 

Notify about final 
amount (also if ‘zero’) 

Authorisation routed 
to the appropriate 

Acquirer 
Route Authorisation 

to Issuer 
 Process 

Authorisation,
Respond to 

Authorisation 
Request (if 

approved, full or 
partially reserve 

amount) 

Response to 
Authorisation 

Request, routed to 
POI 

Final Amount to be 
debited from 

customer; route to 
Acquirer. Send advice 
response to the POI 
first (cannot decline)

Complete

 Response to 
Authorisation 

Request, routed to 
intermediate host. 

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 

first (cannot decline) 

Respond to Advice

Replace approved 
amount with final 

amount and change 
reservation to 

payment

Card Transaction 
Completed

Complete

 471 

FIGURE 22: EXAMPLE FLOW: DEFERRED PAYMENT CARD MESSAGE FLOW, CAPTURE IMMEDIATELY AFTER 472 

TRANSACTION COMPLETION 473 
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Deferred Payment Card Message Flow, Capture by Batch.

Sale System POI
Intermediate 

Host
Acquirer Issuer

Enable Service

Enable Delivery

Confirm Delivery
 Amount

Acknowledged

Authorisation
Request Authorisation

Request Authorisation
Request

Auth. Request
Response

Auth. Request
Response

Auth. Request
Response

Enable Service

Process Response 
and start delivery up 
to approved amount. 

When delivery is 
completed, confirm 

final amount (even if 
zero, e.g. if delivery 

not started or 
stopped before 

minimum quantity).

 Store relevant data 
awaiting Batch 

Capture

Cardholder Present 
and transaction 

initiated (selected 
amount or 

predefined amount)

 If Response indicates 
Approved,  return 

approved amount to 
sales system

  otherwise finish 

Notify  final amount 
(even if zero) 

Authorisation routed 
to the appropriate 

Acquirer 
Route Authorisation 

to Issuer 
 Process 

Authorisation,
Respond to 

Authorisation 
Request (if 

approved, full or 
partially) reserve 

amount

Response to 
Authorisation 

Request, routed to 
POI 

 Response to 
Authorisation 

Request, routed to 
intermediate host. 

Footnote to Issuer: if separate batch clearing is used, do not show sale twice.

Financial Advice

Financial Advice
ResponseCard Transaction 

Completed

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Final Amount to be 
debited from custmer; 

route to Acquirer.

Send advice response 
to the Intermediate 

Host (cannot decline)

Replace approved 
amount with Final 

amount making the 
appropriate 

adjustments to the 
‘Cardholder 

Available Funds’

Send Advice Response 
to POI first (cannot 

decline).

Complete

Final Amount to be 
debited from customer; 

route to Issuer.

Respond to AdviceComplete

Sale Completed

 474 

FIGURE 23: EXAMPLE FLOW: DEFERRED PAYMENT CARD MESSAGE FLOW, CAPTURE BY BATCH 475 

3.1.1.3. Pre-Authorisation Services 476 

3.1.1.3.1. Definition of the payment context 477 

This payment context is used in an environment where the final amount is not known but a 478 

guarantee of payment is required for the Acceptor. This context allows: 479 

 The Acceptor to reserve an estimated amount until the final amount is known. 480 

 The Issuer to more efficiently manage the Cardholder Available Funds in real-time, by 481 

either reserving or releasing funds. 482 

A Pre-Authorisation Service is used to reserve the funds for an estimated amount. Thereafter, the 483 

estimated amount can be increased or decreased using an Update Pre-Authorisation Service. A 484 

Payment Completion Service is used to finalise the transaction when the final amount is known. 485 

In the event that the amount pre-authorised is not used, the previously authorised amount(s) must 486 

be released by the Cancellation Service. In this case Payment Completion shall not follow. 487 

This context is mostly used for e.g., hotels and car hire, etc. 488 

In most cases the same card is used for Pre-Authorisation and Payment Completion. However, if a 489 

different card is used for Payment Completion, then any amounts authorised on the other card(s) 490 

used for Pre-Authorisation shall be removed using the Cancellation Service. 491 

The POI is a Physical POI which could either be a standalone device or a device integrated with the 492 

point of sale. For unattended the POI is always integrated into the Sales system. 493 

The Pre-Authorisation services may either be performed as Card Present or Card Not Present 494 

transactions. 495 
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The following table describes the characteristics of this context from an Acceptance perspective: 496 

  497 
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Characteristics of the 
context 

Attended  Unattended  

Acceptance 
Technology for Pre-
Authorisation 

Chip Contact shall be supported as a minimum by the Physical POI 
 

Card and Cardholder 
present 

Y/N 

Final amount known N 

Authorisation Authorisation shall be online. 
The Physical POI shall either be offline with online capability or online only 

Data Capture NA 

Attendant Present Y N 

EMV Online Card 
Authentication. 

Required 

EMV Offline Card 
Authentication 

SDA optional from 20208 
Offline with Online capability POI: DDA and CDA required 
Online only POI: DDA and CDA optional (recommended) 

Cardholder 
Verification Method 

PIN Mandatory PIN Mandatory 

Table 24: Local Transaction Pre-Authorisation and Update Pre-Authorisation Service - Acceptance 498 

Characteristics 499 

 500 

Characteristics of the 
context 

Attended  Unattended  

Acceptance 
Technology for Pre-
Authorisation 

Chip Contact shall be supported as a minimum by the Physical POI 
 

Card and Cardholder 
present 

Y/N 

Final amount known Y 

Authorisation NA for payment completion 

Data Capture Modes 1 and 2 as defined in section 2.5 are applicable9 

Attendant Present Y N 

EMV Online Card 
Authentication. 

NA for payment completion 

EMV Offline Card 
Authentication 

NA for payment completion 

Cardholder 
Verification Method 

NA for payment completion 

Table 25: Local Transaction Payment Completion Service - Acceptance Characteristics 501 

                                                 

8 SDA is still required by some non SEPA general purpose Card schemes 

9 If Authorisation is used for Payment Completion, Mode 3 may also be used for Data Capture 
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The characteristics of this context from an Issuance perspective are the same as described for 502 

payment, see table 4: 503 

In most cases the same card is used for Pre-Authorisation and Payment Completion. However, if a 504 

different card is used for Payment Completion, then any amounts authorised on the other card(s) 505 

used for Pre-Authorisation shall be removed using the Cancellation or the Update Pre Authorisation 506 

service. 507 

Card Services 508 

The Pre authorisation Services will consist of two or more of the following steps: 509 

 A Pre-Authorisation to reserve funds when the final amount is not known; 510 

 Update Pre-Authorisation(s)10 to increase or decrease the pre-authorised amount if, prior to 511 

completion, the pre-authorised amount; 512 

o Is insufficient to cover the estimated final amount. 513 

o Is more than that required to cover the estimated final amount, to reduce the 514 

reserved amount(s) including, if necessary, to zero. 515 

o Or exceeds the configured overspend percentage amount allowed by some 516 

scheme rules. 517 

 Payment completion for an equal or lesser amount than the amount previously Authorised 518 

when the final amount is known or is within the configured overspend percentage amount 519 

allowed by some scheme rules. 520 

Or 521 

 As soon as it is known that a Pre-Authorisation and any Update Pre-Authorisation linked to it 522 

will not be used, the previously authorised amount(s) must be released by a Cancellation, 523 

that cancels the Pre-Authorisation and any Update Pre-Authorisation linked to it. 524 

In this case Payment Completion shall not occur. 525 

As the Pre-Authorisation service consists of two or more steps, they are linked together using a 526 

unique identifier (UID). This UID is included in the Pre-Authorisation response message and 527 

reused in subsequent transactions. 528 

An update Pre-Authorisation cannot occur after a payment completion. 529 

  530 

                                                 

10 Multiple update Pre-Authorisation(s) may be used in this scenario. 
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Issuers shall adjust the ‘Cardholder Available Funds’ in real time by acting upon Pre-Authorisation, 531 

update Pre-Authorisation(s), payment completion and cancellation. 532 

Issuers may approve the full amount or a partial amount for both Pre-Authorisation and update 533 

Pre-Authorisation when the amount is being incremented. 534 

Acceptors shall: 535 

 Process a Pre-Authorisation or update Pre-Authorisation if the amount is estimated; 536 

 Process an update-Pre-Authorisation if the estimated amount is greater or less than that 537 

originally authorised, alternatively the authorisation may be cancelled if the final amount 538 

is zero. 539 

 Only process the payment completion equal to or less than the accumulated authorised 540 

amount(s). The accumulated authorised amount(s) can only be exceeded by a 541 

configurable overspend percentage, if allowed by scheme rules. 542 

  543 
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The following card services are supported for this context: 544 

Service Issuers Schemes Acquirers Acceptors 

Pre-
Authorisation 

Required 
01/2021 

Required 01/2021 Required 01/2021 Required 01/2021 

Update Pre-
Authorisation 

Required 
01/2021 

Required 01/2021 Required 01/2021 Optional 

Cancellation Required 
01/2021 

Required 01/2021 Required 01/2021 Optional 

Payment 
Completion 

Required 
01/2021 

Required 01/2021 Required 01/2021 Required 01/2021 

Table 26: CARD SERVICES - VOLUME CONFORMANT IMPLEMENTATIONS 545 

3.1.1.3.2. Example of Message Flows 546 

Four sample message flows are described below as examples of common implementations. In the 547 

Capture by Batch diagram, the data is shown as stored in the POI. This is for illustration purposes 548 

only. The physical location of the stored data is an implementation option of the Acceptor and 549 

may be different from the location of the POI. 550 

 551 
Pre-Authorisation Services in an attended or unattended environment to reserve and secure an amount 

for a certain time, cardholder present: Pre-Authorisation

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request 
Pre-Authorisation

Pre-Auth Requst
 Response 

Pre-Authorisation
Request Pre-Authorisation

Request
Pre-Authorisation

Request

Pre-Auth. Request
Response

Pre-Auth. Request
ResponsePre-Auth. Request

Response

Customer checks in 
at an hotel. An 

estimated amount is 
requeste for 
authorisation

Estimated amount, UID 
and related auth 

response & code stored 
pending transaction 

completion

Cardholder Present 
and transaction 

initiated for 
estimated Amount.

Pre-Authorisation 
routed to the 

appropriate Acquirer 

Route Authorisation 
to Issuer 

 Process 
Authorisation,

Respond to Pre-
Authorisation 

Request (If 
approved,  reserve 
amount & adjust 

‘Cardholder 
Available Funds’) 

Response to Pre-
Authorisation 

Request, routed to 
POI 

 Response to Pre-
Authorisation 

Request, routed to 
intermediate host. 

Response to Pre-
Authorisation 

Request, routed to 
Sale System 

No Data Capture

In the Pre-Authorisation request the presence of the UID is optional. In the pre-authorisation response the presence of UID is mandatory

 552 

Figure 27: EXAMPLE FLOW: PRE-AUTHORISATION SERVICES IN AN ATTENDED OR UNATTENDED ENVIRONMENT TO RESERVE AND SECURE 553 
AN AMOUNT FOR A CERTAIN TIME, CARDHOLDER PRESENT: PRE-AUTHORISATION 554 

 555 
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Pre-Authorisation Services in an attended or unattended environment to reserve an estimated amount:  
Update Pre-authorisation

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request 
Update Pre-

Authorisation

Update Pre-Auth 
Requst

 Response

Update 
Pre-Authorisation

Request

Update 
Pre-Authorisation

Request

Update 
Pre-Authorisation

Request

Update
Pre-Auth. Request

Response

Update
Pre-Auth. Request

ResponseUpdate
Pre-Auth. Request

Response

Additional charge(s) 
need to be 

Authorised. A new 
estimated amount is 
requested using the 

Unique Identifier 
(UID) from the 
original Pre -
authorisation

New estimated 
amount(s), UID and 

related Authorisation 
response stored 

pending transaction 
completion

Pre-auth request 
initiated containing 

new Estimated 
amount and UID

Pre-Authorisation 
routed to the 

appropriate Acquirer 

Route Authorisation 
to Issuer 

 Process 
Authorisation,

Respond to Update 
Pre-Authorisation 

Request and, if 
approved, adjust 

‘Cardholder 
Available Funds’

Response to Update 
Pre-Authorisation 
Request, routed to 

POI 

 Response to Update
Pre-Authorisation 
Request, routed to 
intermediate host. 

Response to Update 
Pre-Authorisation 
Request, routed to 

Sale System 

In the Update Pre-Authorisation request and response the presence of the UID is mandatory.

No Data Capture
 556 

Figure 28: EXAMPLE FLOW: PRE-AUTHORISATION SERVICES IN AN ATTENDED OR UNATTENDED ENVIRONMENT TO RESERVE AN ESTIMATED 557 
AMOUNT: UPDATE PRE-AUTHORISATION 558 

Pre-Authorisation services in an attended or unattended environment to reserve and secure an amount: 
Payment Completion. Capture immediately after Transaction Completion.

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request 
Payment 

Completion

Acknowledged
Financial Advice

Financial Advice 
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Customer checks out. 
The final amount and 

UID is used to 
request the payment.

Sale Completed

Payment completion 
transaction initiated 

(final amount 
together with the 

UID). 
Final Amount to be 

debited from 
customer; route to 

Acquirer, Send advice 
response to the 

Intermediate host 
(cannot decline) 

Complete

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 
(cannot decline) 

Respond to Advice

Replace reserved 
amount with final 

amount and  
perform the 

payment and adjust 
”Cardholder 

Available Funds” 

Card Transaction 
Completed

Complete

In the Payment completion the presence of the UID is mandatory.  559 

Figure 29: EXAMPLE FLOW: PRE-AUTHORISATION SERVICES IN AN ATTENDED OR UNATTENDED ENVIRONMENT TO RESERVE AND SECURE 560 
AN AMOUNT: PAYMENT COMPLETION. CAPTURE IMMEDIATELY AFTER TRANSACTION COMPLETION 561 
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 562 

Pre-Authorisation Services in an attended or unattended environment to reserve and secure an amount: 
Payment Completion. Capture by Batch

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request 
Payment 

Completion

Confirm
 Payment Completion

Customer checks out. 
The final amount is 
Calculated. The UID 
and Authorisation 
code is retrieved.

Transaction initiated 
containing final 

amount, UID and 
Authorisation code.
Note 1: See below.

Payment Completed.

1: Final amount check to ensure it equals or is within the configurable percentage allowed:
If greater, an additional update Pre-Authorisation Request is performed as described in the update Pre-Authorisation.

If less an adjustment is processed to adjust the Cardholders ‘Cardholder Available Funds’

Store all relevant 
data awaiting batch 

capture.

In the Payment completion the presence of the UID is mandatory.

Process 
Confirmation. Print 

Receipt

Sale Completed.

563 
 564 

Figure 30: EXAMPLE FLOW: PRE-AUTHORISATION SERVICES IN AN ATTENDED OR UNATTENDED ENVIRONMENT TO RESERVE AND SECURE 565 
AN AMOUNT: PAYMENT COMPLETION. CAPTURE BY BATCH 566 

3.1.2. Chip and Mobile Contactless Payment 567 

3.1.2.1. Definition of the payment context 568 

This payment context is used for contactless transactions initiated by a Physical Card or a Mobile 569 

Contactless Application on a Mobile Device. 570 

The POI is a Physical POI which could be standalone or integrated with the sales system. For 571 

unattended the POI is always integrated with the sales system. 572 

The following table describes the characteristics of this context from an Acceptance perspective: 573 

Characteristics of the 
context 

Attended  Unattended 

Acceptance 
Technology 

Chip or Mobile Contactless 

Card and Cardholder 
present 

Y 

Final amount known Y 

Authorisation Authorisation may either be online or offline 
The Physical POI shall either be offline with online capability or online only 

However, it is recommended to be offline with online capability 

Data Capture All 3 modes defined in section 2.5 are applicable 

Attendant Present Y N 

EMV Online Card 
Authentication. 

Required 
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Characteristics of the 
context 

Attended  Unattended 

EMV Offline Card 
Authentication 

Offline with Online capability POI: CDA and fDDA required 
Online only POI: CDA and fDDA required 

Cardholder 
Verification Method 

Online PIN 

Offline Mobile Code 

No CVM Required 

Signature 

 

Online PIN 

Offline Mobile Code 

No CVM Required 

 

Table 31: Local Transaction Contactless Payment - Acceptance Characteristics 574 

The following table describes the characteristics of this context from an Issuance perspective: 575 

Authorisation The Card Application shall support Online Authorisation and in addition may 
support Offline Authorisation 

Card Authentication Offline with Online capability POI: CDA and fDDA required 
Online only POI: CDA and fDDA required 

Cardholder 
Verification Method 

Online PIN 

Offline Mobile Code 

No CVM Required 

Signature 

Table 32: Local Transaction Contactless Payment - Issuance Characteristics 576 

3.1.2.2. Card services 577 

For attended environment: 578 

Table 33: CARD SERVICES - VOLUME CONFORMANT IMPLEMENTATIONS FOR ATTENDED 579 

For unattended environment: 580 

Service Issuers Schemes Acquirers Acceptors 

Payment Required Required Required Required 

Service Issuers Schemes Acquirers Acceptors 

Payment Required Required Required Required 

Cancellation Optional Optional Optional Optional 

Refund Optional Optional Optional Optional 
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Table 34: CARD SERVICES - VOLUME CONFORMANT IMPLEMENTATIONS FOR UNATTENDED 581 

3.1.2.2.1. Example of Message Flows 582 

Four sample message flows are described below as examples of common implementations. In the 583 

Capture by Batch diagram, the data is shown as stored in the POI. This is for illustration purposes 584 

only. The physical location of the stored data is an implementation option of the Acceptor and 585 

may be different from the location of the POI. 586 

Contactless Payment (Offline Authorisation) with no Cardholder Verification Method required in an 
attended and unattended environment, Cardholder is present and final amount known. Capture 

immediately after Transaction Completion

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Financial Advice

Financial Advice 
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Purchase Goods at 
Cashier. Card 

Payment Request

Perform Action 
(Printing, displaying 

etc.)

Sale Completed

Cardholder and 
Contactless Card Present 

and Final Amount 
Known – NoCVM 

Required

The Contactless Card 
authorise the 

transaction offline and 
approves the 
transaction

Print receipt and store 
result

Data capture 
performed through 
completion advice Final Amount to be 

debited from 
customer; route to 

Acquirer. Send advice 
response to the POI 
first (cannot decline)

Complete

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 

first (cannot decline) 

Respond to Advice

Change reservation 
to payment with the 

final amount

Card Transaction 
Completed

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

Complete

 587 

Figure 35: EXAMPLE FLOW: CONTACTLESS PAYMENT (OFFLINE AUTHORISATION)WITH NO CARDHOLDER VERIFICATION METHOD 588 
REQUIRED IN AN ATTENDED AND UNATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT AND FINAL AMOUNT KNOWN CAPTURE IMMEDIATELY 589 

AFTER TRANSACTION COMPLETION 590 
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Contactless Payment (Online Authorisation) with no Cardholder Verification Method required in an 
attended and unattended environment, Cardholder is present and final amount known. Capture 

immediately after Transaction Completion

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Financial Advice

Financial Advice 
Response

Financial Advice

Financial Advice

Financial Advice
Response

Financial Advice
Response

Purchase Goods at 
Cashier. Card 

Payment Request

Perform Action 
(Printing, displaying 

etc.)

Sale Completed

Cardholder and 
Contactless Card Present 

and Final Amount 
Known – NoCVM 

Required

Process Response, print 
receipt and store result

Data capture 
performed through 
completion advice

Authorisation routed 
to the appropriate 

Acquirer Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

Final Amount to be 
debited from 

customer; route to 
Acquirer. Send advice 
response to the POI 
first (cannot decline)

Complete

 Response to 
Authorisation 

Request routed to 
intermediate host. 

Final Amount to be 
debited from 

customer; route to 
Issuer. Send advice 

response to the 
Intermediate host 

first (cannot decline) 

Respond to Advice

Change reservation 
to payment with the 

final amount

Card Transaction 
Completed

Auth. Request
Response

Authorisation
Request

Auth. Request
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

Complete

 591 

Figure 36: EXAMPLE FLOW: CONTACTLESS PAYMENT (ONLINE AUTHORISATION) WITH NO CARDHOLDER VERIFICATION METHOD 592 
REQUIRED IN AN ATTENDED AND UNATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT AND FINAL AMOUNT KNOWN. CAPTURE 593 

IMMEDIATELY AFTER TRANSACTION COMPLETION 594 

Contactless Payment (Offline Authorisation) with no Cardholder Verification Method required in an 
attended and unattended environment, Cardholder is present and final amount known. Capture by Batch

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Purchase Goods. 
Card Payment 

Request

Sale Completed

Cardholder and 
Contactless Card Present 

and Final Amount 
Known – NoCVM 

Required

The Contactless Card 
authorise and approves 
the  transaction offline 

Print receipt, store 
result

Send Result to Sale 
System, Payment 

Completed

Payment ApprovedPayment Approved

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

store relevant 
data awaiting 

data capture

 595 

Figure 37: EXAMPLE FLOW: CONTACTLESS PAYMENT (OFFLINE AUTHORISATION) WITH NO CARDHOLDER VERIFICATION METHOD 596 
REQUIRED IN AN ATTENDED AND UNATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT AND FINAL AMOUNT KNOWN. CAPTURE BY BATCH 597 
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Contactless Payment (Online Authorisation) with no Cardholder Verification Method required in an 
attended and unattended environment, Cardholder is present and final amount known. Capture by Batch

Sale System POI
Intermediate 

Host
Acquirer Issuer

Request Payment
 (Final Amount 

Known)

Purchase Goods. 
Card Payment 

Request

Sale Completed

Cardholder and 
Contactless Card Present 

and Final Amount 
Known – NoCVM 

Required

Process Response, print 
receipt

Authorisation routed 
to the appropriate 

Acquirer Route Authorisation 
to Issuer 

 Process 
Authorisation,
Response to 

Authorisation 
Request (amount 

reserved if 
approved) 

Response to 
Authorisation 

Request, routed to 
POI 

 Response to 
Authorisation 

Request routed to 
intermediate host. 

Auth. Request
Response

Authorisation
Request

Auth. Request
Response

Authorisation
Request Authorisation

Request

Auth. Request
Response

Process Response.

Payment Completed

Response Payment 
(Approved)

Request Payment 
Response 

(Approved)

Request Payment 
Response 

(Approved)

Store relevant data 
awaiting Batch Capture

 598 

Figure 38: EXAMPLE FLOW: CONTACTLESS PAYMENT (ONLINE AUTHORISATION) WITH NO CARDHOLDER VERIFICATION METHOD 599 
REQUIRED IN AN ATTENDED AND UNATTENDED ENVIRONMENT, CARDHOLDER IS PRESENT AND FINAL AMOUNT KNOWN. CAPTURE BY BATCH 600 

3.2. Remote Transactions 601 

3.2.1. e-and m-Commerce Payment 602 

3.2.1.1. Definition of the payment context 603 

The POI is a Virtual POI which contains a payment page to enter relevant payment related Card 604 

Data. This may be integrated with the Acceptor website or hosted externally on a payment 605 

gateway, typically hosted by a third party. The payments related data is transferred from the 606 

payment page via the payment gateway to the Acquirer. The Virtual POI may also facilitate 607 

redirection services to support “direct” remote authentication of the cardholder by the issuer via 608 

a so-called authentication server. 609 

The following table describes the characteristics of this context from an Acceptance perspective: 610 

 611 

Characteristics of the 
context 

Virtual POI 

with Cardholder Verification without Cardholder Verification 

Acceptance 
Technology 

Manual Entry by Cardholder 

Stored Card Data 

Payment Credentials on Consumer Device 

Payment Credentials on Consumer Device with Authentication Application 

(M)RP Application on Consumer Device 
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Characteristics of the 
context 

Virtual POI 

with Cardholder Verification without Cardholder Verification 

Physical Card or 
Consumer device 
present 

Remotely  

Final amount known Y 

Authorisation 
Authorisation may either be online or offline (if an (M)RP application is 

present in the consumer device) 

The Virtual POI shall be online  

Data Capture All 3 modes defined in section 2.5 are applicable 

Card Authentication 
Static authentication for low risk payments (see [EBA]) 

Dynamic authentication1112, 

Redirection to the card issuer domain may occur 

Passive 
Authentication 

Optional, but requires redirection to the card issuer domain 

Cardholder 
Verification Method 

At least one of the following CVM shall 
be supported 

 Mobile Code (m-commerce) or 
Personal Code (e-commerce) 

 PIN on additional authentication 
device (does not involve virtual 
POI) 

No CVM required 

CVM entry on 
consumer device or 
on additional 
authentication device 

Mandatory Optional 

The following table describes the characteristics of this context from an Issuance perspective: 612 

 613 

Characteristics of the 
context 

Virtual POI 

with Cardholder Verification without Cardholder Verification 

Final amount known Y 

Authorisation 
The (M)RP application if present in the consumer device shall support Online 

Authorisation and in addition may support Offline Authorisation  

                                                 

11 Any dynamic authentication in combination with a CVM will provide “Strong Customer Authentication” as defined 

in the EBA Guidelines for the Security of Internet Payments [EBA] 

12 Note that some of the methods used for dynamic authentication also facilitate cardholder authentication (e.g., OTP in 

some implementations). 
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Characteristics of the 
context 

Virtual POI 

with Cardholder Verification without Cardholder Verification 

Card Authentication 
Static authentication for low risk payments (see [EBA]) 

Dynamic Authentication13 

Passive 
Authentication 

Optional, but requires redirection to the card issuer domain 

Cardholder 
Verification Method 

At least one of the following CVM shall 
be supported 

 Mobile Code (m-commerce) or 
Personal Code (e-commerce) 

 PIN on additional authentication 
device (does not involve virtual 
POI) 

No CVM required 

3.2.1.2. Card services 614 

 615 

Table 39: CARD SERVICES - VOLUME CONFORMANT IMPLEMENTATIONS 616 

  617 

                                                 

13 Any dynamic authentication in combination with a CVM will provide “Strong Customer Authentication” as defined 

in the EBA Guidelines for the Security of Internet Payments [EBA] 

Service Issuers Schemes Acquirers Acceptors 

Payment Required Required Required Required 

Cancellation Optional Optional Optional Optional 

Refund Optional Optional Optional Optional 
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4. USE CASES 618 

In this section a number of use cases will be described to illustrate mobile contactless transactions. 619 

The following table provides an overview of the possible combinations for contactless transactions: 620 

 621 

 No CVM On-line PIN Mobile Code 

On-line transaction Card and Mobile 
Contactless 

Card and Mobile 
Contactless 

Mobile Contactless 

Single tap/Double 
Tap 

Off-line transaction Card and Mobile 
Contactless14 

 Mobile Contactless 

Single tap/Double 
Tap 

 622 

The use cases provided below map as follows into this table 623 

 624 

 No CVM On-line PIN Mobile Code 

On-line transaction Use case 3 Use case 4  

Off-line transaction Use case 5  Use case 1 (single tap) 

Use case 2 (double tap) 

A use case for an On-line transaction with mobile code is not described in this release of Book 6. 625 

                                                 

14 With appropriate risk management in the MCP Application 
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4.1. Contactless 626 

4.1.1. Use case 1: Mobile Contactless - Single Tap - Off-line transaction – Off-line CVM 627 

 628 

Figure 40: Single Tap - off-line transaction - off-line CVM 629 

 630 

631 

Off-line transaction – single Tap - off-line CVM

A receipt may be printed depending on the 

purchase amount or request by the cardholder3

Enters  the transaction amount on the POI

0

2 2

Mobile 

Device
POI Acquirer Issuer

Enters mobile code 

0

Transaction info 

is saved in the 

MCP application 

log file

2

Optionally

displayed on the

mobile device

Removes the mobile device from 

the contactless reader area

2

Inform acceptor about result

Inform cardholder about result

3

3
Optionally

deliver receipt

Optionally

deliver receipt

The transaction amount is displayed
1

The contactless reader communicates with the 

the MCP application
2

Communication with MCP application 

completed (audible tone + visible signal)

Upon successful completion, the POI displays 

an approval (or decline) 

2

Check

0

CardholderAcceptor

Display payment 

details on mobile 

device

Taps the mobile device
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Step 0 (Pre-requisite) 632 

 633 

 The cardholder either selects a payment card via a dedicated menu on his/her mobile 634 

device for the payment or the default payment card (preselected on the cardholder’s 635 

mobile device) is automatically used for the payment. 636 

 The cardholder is invited to enter his/her mobile code which is verified by the MCP 637 

application. 638 

 The acceptor enters the transaction amount on the POI. 639 

 640 

Step 1 641 

 642 

 The transaction amount is displayed on the acceptor’s POI. 643 

 The POI requests for a card payment. 644 

 645 

Step 2 646 

 647 

 The cardholder taps his/her mobile phone on the contactless reader area. (The 648 

cardholder holds his/her mobile phone close to the contactless reader area until an 649 

audible tone and/or a visible signal takes place). 650 

 The POI selects the contactless technology the appropriate MCP application through 651 

the PPSE. 652 

 The contactless reader and MCP application mutually determine appropriate processing 653 

for the transaction, including analysing and applying relevant risk management 654 

parameters.  655 

 An audible tone and/or visible signal then indicate that the mobile phone - contactless 656 

reader interaction is completed. After this, the mobile phone can be removed from the 657 

contactless reader area. Note, however, that the transaction processing at the POI 658 

might still continue. 659 

 An off-line card authentication/ transaction authorisation is performed by the POI. 660 

 After processing the off-line authorisation, the acceptor’s POI displays an approval or 661 

decline. 662 

 Information about the current transaction is saved in the MCP application log file and 663 

optionally displayed on the mobile phone. 664 

 665 

Step 3 666 

 667 

 The acceptor is informed about the result of the transaction. 668 

 The cardholder is informed about the result of the transaction. 669 
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 Depending on the purchase amount, the acceptor’s POI features and cardholder choice, 670 

a transaction receipt may be printed. 671 

  672 
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4.1.2. Use case 2: Mobile Contactless - Double Tap - Off-line transaction – Off-line CVM 673 

 674 

Figure 41: Double Tap - Off-line transaction – Offline CVM  675 

 676 

Step 0 (Pre-requisite) 677 

Off-line transaction – double Tap – off-line CVM  

Mobile 

device

POI Acquirer Issuer

Enters  the transaction amount on the POI

0 The transaction amount is displayed
1

The contactless reader communicates with the 

MCP application 
2

“Half course” transaction completed

(specific audible tone and visible signal)
2

Removes the mobile phone from the 

contactless reader area

2

Display payment 

details on mobile 

device

Taps the mobile phone (1st Tap)

2 2

Requests the consumer to enter his/her 

mobile code to complete the contactless 

payment transaction

22

Check

3
Enters mobile code 

3

CardholderAcceptor

The contactless reader communicates with the 

MCP application 
4

Transaction info 

is saved in the 

MCP application 

log file

4

Optionally

displayed on the

mobile phone

Communication with MCP application completed 

(audible tone + visible signal)

Upon successful completion, the POI displays an 

approval (or decline) 

4

Inform merchant about result

Inform consumer about result

5

5
Optionally

deliver receipt

Optionally

deliver receipt

Taps the mobile phone (2nd Tap)

4 4

Removes the mobile phone from the 

contactless reader area

A receipt may be printed depending on the 

purchase amount or request by the consumer
5

4
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 678 

 The acceptor enters the transaction amount on the POI terminal. 679 

 680 

Step 1 681 

 682 

 The transaction amount is displayed on the acceptor’s POI terminal. 683 

 The POI requests for a card payment. 684 

 685 

Step 2 686 

 687 

 The cardholder taps (1st Tap) his/her mobile phone on the contactless reader area. (The 688 

cardholder holds his/her mobile phone close to the contactless reader area until audible 689 

tone and/or visible signal take place). 690 

 The POI selects the contactless technology. 691 

 The POI checks the available applications and selects the appropriate MCP application 692 

through the PPSE. 693 

 The contactless reader and MCP application mutually determine appropriate processing 694 

for the transaction, including analysing and applying relevant risk management 695 

parameters. In this case, related to CVM, it is determined that an off-line CVM (mobile 696 

code) is required. 697 

 A specific audible tone and/or visible signal indicate that “half-course” transaction is 698 

completed and that the cardholder is requested to enter his/her mobile code to 699 

complete the contactless payment transaction. 700 

 The cardholder then removes his/her mobile phone from the contactless reader area. 701 

 702 

Step 3 703 

 704 

 The cardholder checks the purchase amount and enters his/her mobile code on the 705 

mobile phone. 706 

 Upon successful verification of the mobile code, a message is displayed on the mobile 707 

phone requiring the cardholder to tap again his/her mobile phone on the contactless 708 

reader area. 709 

 710 

Step 4 711 

 712 

 The cardholder taps again (2nd Tap) his/her mobile phone on the contactless reader 713 

area. 714 
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 An audible tone and/or visible signal then indicate that the mobile phone – contactless 715 

reader interaction is completed. After this the mobile phone can be removed from the 716 

contactless reader area. Note, however, that the transaction processing at the POI 717 

might still continue. 718 

 An off-line MCP application authentication/authorisation is performed by the POI. 719 

 After processing the off-line authorisation, the merchant’s POI terminal displays an 720 

approval or decline message. 721 

 Information about the current transaction (e.g. transaction amount) is saved in the 722 

MCP application log file and optionally displayed on the mobile phone. 723 

Step 5 724 

 725 

 The merchant is informed about result of the transaction. 726 

 The cardholder is informed about result of the transaction. 727 

 Depending on the purchase amount, the merchant’s POI terminal features and 728 

cardholder choice, a transaction receipt may be printed. 729 

 730 
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4.1.3. Use case 3: Mobile contactless - Single Tap - On-line transaction - no CVM 731 

 732 

Figure 42: Single Tap - On-line transaction – no CVM 733 

 734 

735 

On-line transaction – single Tap - no CVM
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0
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Device
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Communication with MCP application 
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2
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device

Taps the mobile device
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Step 0 (Pre-requisite) 736 

 737 

 The cardholder either selects a payment card via a dedicated menu on his/her mobile 738 

device for the payment or the default payment card (preselected on the cardholder’s 739 

mobile device) is automatically used for the payment. 740 

 The acceptor enters the transaction amount on the POI. 741 

 742 

Step 1 743 

 744 

 The transaction amount is displayed on the acceptor’s POI. 745 

 The POI requests a card payment. 746 

 747 

Step 2 748 

 749 

 The cardholder taps his/her mobile phone on the contactless reader area. (The 750 

cardholder holds his/her mobile phone close to the contactless reader area until audible 751 

tone and/or visible signal take place). 752 

 The POI selects the appropriate MCP application through the PPSE. 753 

 The contactless reader and MCP application mutually determine appropriate processing 754 

for the transaction, including analysing and applying relevant risk management 755 

parameters. In this case, related to CVM, it is determined that no CVM is required. 756 

 An audible tone and/or visible signal then indicate that the mobile phone - contactless 757 

reader interaction is completed. After this, subsequently, the mobile phone can be 758 

removed from the contactless reader area. Note however that the transaction 759 

processing at the POI might still continue. 760 

 An off-line card authentication is optionally performed by the POI. 761 

 An on-line card authentication / transaction authorisation is performed by the POI. 762 

 The cardholder then removes his/her mobile phone from the contactless reader area. 763 

 Information about the current transaction is saved in the MCP application log file and 764 

optionally displayed on the mobile phone. 765 

 766 

Step 3 767 

 768 

 After processing the on-line authorisation, the acceptor’s POI displays an approval or 769 

decline. 770 

 771 

Step 4 772 

 773 
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 The acceptor is informed about the result of the transaction. 774 

 The cardholder is informed about the result of the transaction. 775 

 Depending on the purchase amount, the acceptor’s POI features and cardholder choice, 776 

a transaction receipt may be printed. 777 

 778 

Note: A similar use case can be described for an online contactless card transaction (single brand) 779 

with no CVM. 780 

781 
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4.1.4. Use case 4: Mobile contactless - Single Tap - On-line transaction - On-line CVM 782 

  783 

 784 

Figure 43: Single Tap - On-line transaction – On-line CVM 785 

  786 
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 787 

 788 

Step 0 (Pre-requisite) 789 

 790 

 The cardholder either selects a payment card via a dedicated menu on his/her mobile 791 

device for the payment or the default payment card (preselected on the cardholder’s 792 

mobile device) is automatically used for the payment. 793 

 The acceptor enters the transaction amount on the POI. 794 

Step 1 795 

 796 

 The transaction amount is displayed on the acceptor’s POI. 797 

 The POI requests for a card payment. 798 

 799 

Step 2 800 

 801 

 The cardholder taps his/her mobile phone on the contactless reader area. (The 802 

cardholder holds his/her mobile phone close to the contactless reader area until an 803 

audible tone and/or visible signal occur). 804 

 The POI selects the appropriate MCP application through the PPSE. 805 

 The contactless reader and MCP application mutually determine appropriate processing 806 

for the transaction, including analysing and applying relevant risk management 807 

parameters. In this case, related to CVM, it is determined that an on-line CVM (PIN code 808 

on the POI) is required. 809 

 A specific audible tone and/or visible signal indicate that “half-course” transaction is 810 

completed and that the cardholder is requested to enter his/her PIN code on the POI to 811 

complete the contactless payment transaction. 812 

 The cardholder can remove his/her mobile phone from the contactless reader area. 813 

 An off-line card authentication is optionally performed by the POI. 814 

 Information about the current transaction is saved in the MCP application log file and 815 

optionally displayed on the mobile phone. 816 

 817 

Step 3 818 

 819 

 The cardholder checks the purchase amount and enters his/her PIN code on the 820 

acceptor’s POI. 821 

 An on-line card authentication / transaction authorisation is performed by the POI. 822 

 After processing the on-line authorisation, the acceptor’s POI terminal displays an 823 

approval or decline. 824 



  Volume v7 Book 6 Release 2 Version 50 / May 2016 

SCS Volume v7.5 - Book 6 - Implementation Guidelines   56 

 825 

Step 4 826 

 827 

 The acceptor is informed about result of the transaction. 828 

 The cardholder is informed about result of the transaction. 829 

 Depending on the purchase amount, the acceptor’s POI features and cardholder choice, 830 

a transaction receipt may be printed. 831 

 832 

Note: A similar use case can be described for an online contactless card transaction (single brand) 833 

with online CVM. 834 
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4.1.5. Use case 5: Mobile Contactless - Single Tap - Off-line transaction - no CVM 835 

 836 

Figure 44: Single Tap - Off-line transaction - no CVM  837 
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 840 

 The cardholder either selects a payment card via a dedicated menu on his/her mobile 841 

device for the payment or the default payment card (preselected on the cardholder’s 842 

mobile device) is automatically used for the payment. 843 

 The acceptor enters the transaction amount on the POI. 844 

 845 

Step 1 846 

 847 

 The transaction amount is displayed on the acceptor’s POI. 848 

 The POI requests for a card payment. 849 

 850 

Step 2 851 

 852 

 The cardholder taps his/her mobile phone on the contactless reader area. (The 853 

cardholder holds his/her mobile phone close to the contactless reader area until an 854 

audible tone and/or a visible signal takes place). 855 

 The POI selects the contactless technology. 856 

 The POI checks the available applications and selects the appropriate MCP application 857 

through the PPSE. 858 

 The contactless reader and MCP application15 mutually determine appropriate 859 

processing of the transaction, including analysing and applying relevant risk 860 

management parameters.  861 

 An audible tone and/or visible signal then indicate that the mobile phone - contactless 862 

reader interaction is completed. After this, the mobile phone can be removed from the 863 

contactless reader area. Note, however, that the transaction processing at the POI 864 

might still continue. 865 

 An off-line card authentication/ transaction authorisation is performed by the POI. 866 

 After processing the off-line authorisation, the acceptor’s POI displays an approval or 867 

decline. 868 

 Information about the current transaction is saved in the MCP application log file and 869 

optionally displayed on the mobile phone. 870 

 871 

Step 3 872 

 873 

 The acceptor is informed about the result of the transaction. 874 

 The cardholder is informed about the result of the transaction. 875 

                                                 

15 In this use case it is assumed that the MCP Application has appropriate risk management capabilities 
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 Depending on the purchase amount, the acceptor’s POI features and cardholder choice, 876 

a transaction receipt may be printed. 877 

 878 

Note: A similar use case can be described for an offline contactless card transaction (single brand) 879 

with “no CVM”. 880 

4.2. E and m commerce 881 

4.2.1. Basic e- and m-commerce - No CVM 882 

In this scenario, illustrated in the figure below, the cardholder uses his/her consumer device to 883 

conduct a payment to an acceptor, which is providing goods or services (e.g., mobile content). In 884 

this "basic" scenario, no CVM method is used. 885 

 886 
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 887 

Figure 45: Basic e- and m-commerce - No CVM 888 
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 After having accepted the general purchase conditions, he/she is invited to confirm the 894 

purchase. 895 

Step 1 (Transaction details displayed) 896 

 The checkout section of the acceptor website displays the transaction details including 897 

the amount and the payment options, via the consumer device to the cardholder. 898 

Step 2 (Card payment selection) 899 

 The cardholder selects the "payment by card" option via internet and is subsequently 900 

redirected to the payment section under the control of a payment gateway to proceed 901 

with the transaction under a secure http connection (https). He/she is invited to enter 902 

his/her payment card details (e.g. PAN, expiry date and CSC). 903 

 As an alternative to the entry of the payment card details by the cardholder, there may 904 

be an application stored in, or accessed through, the consumer device. The cardholder 905 

is then redirected to the user interface of this application to select the payment card to 906 

be used and the card details are automatically transferred to the payment section. 907 

 The transaction summary is displayed on the consumer device, typically including the 908 

date, the acceptor reference, the amount and the selected payment card whereby the 909 

cardholder is invited to confirm the transaction. 910 

Step 3 (Payment process) 911 

 The payment is processed as a remote card transaction. This typically16 involves an on-912 

line authorisation request by the acceptor to the issuer. 913 

Step 4 (Transaction finalisation) 914 

Once the payment is authorised, 915 

 The cardholder is automatically redirected to the acceptor website and receives a 916 

confirmation of the transaction; 917 

 The acceptor releases the good / service to the cardholder. 918 

Step 5 (Transaction information) 919 

 Transaction information (such as the transaction amount) may be saved in an (M)RP 920 

Application log file and / or optionally displayed on the consumer device. 921 

 An electronic receipt may be sent by the acceptor to the cardholder.  922 

                                                 

16 In particular cases, if an (M)RP Application is present in the consumer device, the authorisation request could be 

optional, depending on the type of payment card and the acceptor’s decision. But, in any case, the capability to do an 

authorisation request must be there. 
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4.2.2. Secured e- and m-commerce - Strong dynamic authentication 923 

In this scenario, illustrated in the figure below, the cardholder uses his/her consumer device to 924 

conduct a payment to an acceptor, which is providing goods or services (e.g., mobile content). This 925 

scenario uses a "strong dynamic authentication method", i.e. a combination of card authentication 926 

with a CVM. 927 

 928 

Figure 46: Secured e- and m-commerce - Strong dynamic authentication 929 
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In the figure above, the following steps are illustrated: 930 

Step 0 (Pre-requisite) 931 

 The cardholder navigates using his/her consumer device to an acceptor website via 932 

internet and selects the goods / service he/she wants to purchase. 933 

 After having accepted the general purchase conditions, he/she is invited to confirm the 934 

purchase. 935 

Step 1 (Transaction details displayed) 936 

 The checkout section of the acceptor website displays the transaction details including 937 

the amount and the payment options, via the consumer device to the cardholder. 938 

Step 2 (Card payment selection) 939 

 The cardholder selects the "payment by card" option via internet and is subsequently 940 

redirected to the payment section under the control of a payment gateway to proceed 941 

with the transaction under a secure http connection (https). He/she is invited to enter 942 

his/her payment card details (e.g. PAN, expiry date and CSC). 943 

 As an alternative to the entry of the payment card details by the cardholder, there may 944 

be an application stored in, or accessed through, the consumer device. The cardholder 945 

is then redirected to the user interface of this application to select the payment card to 946 

be used and the card details are automatically transferred to the payment section. 947 

 The transaction summary is displayed on the consumer device, typically including the 948 

date, the acceptor reference, the amount and the selected payment card whereby the 949 

cardholder is invited to confirm the transaction. 950 

Step 3 (Authentication) 17 951 

The cardholder and the relevant data are subsequently authenticated18 towards the 952 

issuer19 according to one of the following typical processes: 953 

 In case of a payment card via internet, the cardholder and the relevant data are 954 

authenticated by their issuer via a strong dynamic authentication method. Various 955 

methods may exist involving the usage of an additional authentication device. The 956 

cardholder inserts his/her payment card into the additional device; the issuer provides 957 

the cardholder with a "challenge" to be entered / transmitted (on)to the additional 958 

device, followed by the cardholder's PIN entry. The authentication device then 959 

generates a “response” which the cardholder is requested to enter at a given time 960 

during this process on their consumer device. The response is subsequently transmitted 961 

to the issuer via the authentication response for verification. 962 

 In case an Authentication or (M)RP Application is present on the consumer device, a 963 

dynamic authentication method (e.g., challenge/response method) is initiated by the 964 

issuer and is handled automatically by the authentication application in a secure 965 

                                                 

17 The usage of a CVM in combination with the dynamic authentication results into a strong customer authentication. 

18 This authentication may involve transaction details. 

19 Or a TPP in the issuer domain. 
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environment. The cardholder is also requested to enter his/her personal/mobile code 966 

during the transaction process. The personal/mobile code is checked either locally by 967 

the Authentication or (M) RP Application, or on-line by the issuer. 968 

Step 4 (Payment process) 969 

 The cardholder is informed by their issuer about the result of the authentication. 970 

 The acceptor is informed (possibly involving its payment gateway) by the issuer about 971 

the result of the authentication of the cardholder. 972 

 Subject to successful authentication by the issuer, the payment is further processed as 973 

a remote card transaction. This typically20 involves an on-line authorisation request by 974 

the acceptor to the issuer. 975 

Step 5 (Transaction finalisation) 976 

Once the payment is authorised, 977 

 The cardholder is automatically redirected to the acceptor website and receives a 978 

confirmation of the transaction; 979 

 The acceptor releases the good / service to the cardholder. 980 

Step 6 (Transaction information) 981 

 Transaction information (such as the transaction amount) may be saved in an (M)RP 982 

Application log file and / or optionally displayed on the consumer device. 983 

 An electronic receipt may be sent by the acceptor to the cardholder. 984 

                                                 

20 In particular cases, if an (M)RP Application is present in the consumer device, the authorisation request could be 

optional, depending on the type of payment card and the acceptor’s decision. But, in any case, the capability to do an 

authorisation request must be there. 
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